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Due to the rapid development of artificial intelligence and machine learning in recent years, we
have experienced many advantages and challenges of this technology. We see that a tool has been
created that greatly facilitates the writing of programs and that everyone, regardless of knowledge
or experience, uses with pleasure. It can also be said that, since processing huge amounts of data
on remote servers is becoming an everyday practice, new cryptographic solutions are needed to
guarantee the security of this data.

In this presentation, we will explore the problems that pose inherent dangers in AI, that is, we
will analyze how program codes written with the help of AI affect data security, we will show how
AI systems threaten the security of the user’s personal data, and we will analyze what recommen-
dations exist regarding the use of cryptographic primitives in AI systems.
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